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Research Project Proposal

Hello everyone, my name is Ivan Chua,

This is my research proposal on Utilising and adapting IoT technology in secondary education in the United States (US)
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Introduction

The internet of things (IoT) is a term for the ever-growing network of physical objects that are connected to the internet. While IoT technology refers to inclusion of hardware, software, tools, systems, sensors to support IoT device and application.

According to Ali et al (2020), as shown in Figure 1, currently, there are 40 billion IoT devices deployed worldwide and by 2025 the numbers are expected to reach 76 billion. Hearon et al (2021) also echoed the same findings IoT devices are making people’s lives easier and no wonder the number are increasing each year.

How about the use of IOT technology usage in the education sector the United States? Let’s look at the next slide.
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IoT technologies are being increasingly adopted in secondary education in the US according to the search done by Grand View Research as shown in Figure 2.

These technologies can provide the students with new opportunities for learning, making learning more efficient and effective.

It’s therefore not surprise to see the utilisation and adoption continues to grow not only now but also in the future,

However, there are also a number of risks and challenges associated with using such technologies in the education sector(Hearon et al, 2021).

Let us look at an two examples
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First example.

According to InfoSecurity firm, the education sector in 2022 experienced a 44% increase in cyber-attacks when compared to 2021.

According to the report, they have found a major concern where the students connected to Free Wifi network without thinking about the security risks.

It is the ignorance and the lack of understanding about the security risks that gave the hackers the perfect opportunity to carry out the attack.
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Second example

In another report published by CheckPoint (see Figure 4), there has been an increasing trend in the number of cyber-attacks.

In 2021 alone, the researchers have seen the highest volume of attacks in the education sector, with an average of 1,605 attacks per organisation every week.

According to Hess (2022), education and research has the highest attack because there is no standard practice or policy for cyber security.

It is up to the school to decide how to defend themselves, and not all schools take cyber security seriously.
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Significance of the research.

There are two of them.

First, while there are many benefits of using IoT technologies in secondary school, but do the students know the risks associated with using such technology?

Do the students have security awareness? Do they know how to identify a security threat?

The dangers of the IoTs, especially those students who are new to it, which means that the IoT devices are either unsecured or not secured properly. This could lead to a hacker hacking into them, taking control of the device or even using it to get access to school’s system to steal sensitive information. According to Hearon et al. (2021)there are many security challenges to overcome and one of them is student’s awareness of security risk.

In a survey conducted by Pew Research shown in Figure 5, high school students have lowest scores in cybersecurity knowledge compared to those in higher education and this is worrying.

**Slide 7:**

The second significance of this research is to deep dive into the challenges faced by the students in learning IoT technologies.

One of the biggest challenges that students face is lack of prior knowledge or have no previous exposure to the topic. In the research conducted by Schneider et at. (2020), it was noted that students without prior IoT knowledge have difficulty with the theoretical concept and more time has to be given to them to complete the assigned task.

Another group of students also reported having difficulty with handling of IoT technologies, primarily in relation to basic electronics as these were new concepts to them

According to Hearon et al (2021), the lack of knowledge in the students make them vulnerable to social engineering attacks.

Another challenge is the issue of coding. Many IoT applications require coding, and not all students are familiar with this language Schneider et at., (2020).

It was however noted that there are many resources available to help students learn coding like the use of visual programming language rather than the traditional coding method.

Mechelen al et (2022) also highlighted that these emerging technologies were difficult for the secondary school students to comprehend due to complex and distributed nature.

Additionally, the vast majority of IoT devices are still new and constantly evolving, which makes it more challenging for students to keep up with the latest changes and updates (Moskal, 2018**), l**eaving the students feeling bad and disengaged as if they were not making good progress.

Therefore, the teachers have an active role to play in guiding the student, ensuring IoT devices are used properly and securely as cited by Hearon et al (2021) and Mechelen al et (2022)
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The aim and objective of this research are:

1. Assess the level of security awareness of the student handling IoT in secondary education

In hope to raise security risk awareness among the students as they play a critical role in the overall security wellness of the school.

1. Identify the challenges faced by the secondary students in learning IoT technologies

In hope to raise student’s ability awareness to the school management so that help can be rendered to them
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The two research questions are:

1. Do the secondary students understand the risk associated with IoT technologies?

The students may be tech savvy but do they really have the risk knowledge and understanding? This is what the research question hopes to answer.

1. What are the challenges faced by secondary students in learning IoT technologies?

The students may have jumped into the IOT technology bandwagon due to its popular demand, but as secondary students, are they coping well?
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Research Methodology

The research methodology is based on the Emerging Synthesis (Makaroff et al, 2016) methodology as it includes quantitative, qualitative,and other types of data like policies, commentaries, etc.

In addition, online searches will be carried out using Research Gate, ACM Digital Library, Google Scholar, the University of Essex Online Library platform and IEEE Xplore.

Lastly, to stay current, articles published between 2015 and 2022 will be used in this research.
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Ethical considerations

1. The participants will be given all the relevant information about the study.

This information should include the purpose of the study, the nature of the data that will be collected, how the data will be used, and who will have access to it.

1. The Participants’ consent will be required, and they should understand the risks in taking part in the study and that they are free to withdraw consent at any time.
2. Maintain integrity in ensuring the accuracy during publishing of the research result (Yip, 2016).
3. During the survey, participants will be also consent if they would like to participate in a phishing test.

Should they agree, effort will be taken to sure no harm cause to the participants.

1. Lastly, to ensure Personal Identification Information or PII are not collected during the use of online survey platform and phishing test (e.g. IP addresses)
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Risk Assessment

Based on the ethical consideration, a risk assessment was carried out.

For each risk item, a severity level rating and a likelihood of occurrence rating will be assigned.

An overall rating is computed by multiplying these two values and a value of greater than 3 requires attention, close monitoring and checking, to ensure it does not go out of control.

For Severity Level, there are 3 levels: 1 - Low, 2 - Medium , 3 - High. It is an indication of how severe the risk should it happened.

For Likelihood of occurrence, there are also 3 levels similar to severity level. It is an indication of how likely the risk will occur.

From the risk assessment analysis as shown in Table 1.

Focus needs to be given to ensure accuracy in presentation of information from primary and secondary research sources, as it has a rating of 4.

**Slide 14:**

There were a number of literature materials available related to this research. The key ones are shown in Table 2:

1. Hearon et al (2022)

It discusses the issues and challenges related to IoT and security breaches caused by user and system vulnerability.

2. Moskal et al (2022)

It provides report on the opportunities and challenges of incorporating IoT in education

3. Schneider et al (2020)

It discusses the challenges faced by students in using IoT technologies

4. Makaroff et al (2016)

It provides guidance on the research methodology
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Artefacts that will be created in this research project

1. Answers and responses from questionnaires.

This is done via online survey platform and in person interviews should there be a requirement.

2. Test phishing results from the participants

The is the data collected from those who have consented to participate in the phishing test.

3. Findings and conclusions from the questionnaire analysis, phishing test will be filed together with the raw data.

4 Provide recommendations for research questions.

As part of this project, observation and recommendations will be made available to the school management, it will be part of the artefacts
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Timeline for the proposed activities.

As shown in Table 3, the minimum duration is 31 weeks and maximum is 36 weeks.

The buffer timeline is in anticipation of additional time required to obtain participant’s consent and carrying out the survey.
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They are the references used in this research proposal.

Thank you and this is the end of the research proposal.
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